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Abstract. This paper examines technological and legal challenges to the development of e-governance in
Georgia. These include inconsistent practices among state agencies in creating and maintaining online
platforms for the public sector; problems regarding an access to open data; the “Digital Divide” and lack
of interoperability standards for information exchange between governmental organizations, and low level
of interactivity (conducting relevant transactions, operations, and actions electronically). The study uses
comparative legal method to analyze the legal and technological mechanisms of advanced countries,
especially Estonia. It analyzes the challenges facing e-governance in Georgia and the opportunities for
implementing innovative services in this context. To address these challenges, a number of measures are
proposed, particularly, the creation and development of an appropriate legislative framework and open data
standards, as well as strengthening coordination between state agencies; increasing citizens' access to the
internet; implementation of standards for information exchange between state organizations based on an
interoperability framework; developing cybersecurity legal instruments at the national level to ensure
sustainable digital systems; and in order to increase the low level of interactivity, it is recommended to
introduce qualified electronic signatures and seal on a large scale in the process of interaction between
various state agencies. © 2025 Bull. Natl. Acad. Sci. Georg.
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ment services to citizens, reduces financial costs,
and enables the automation of services, thereby
ensuring easier access for individuals (Yadav &
Rani, 2022). It also strengthens democracy by
promoting citizen participation and engagement at
all levels of government, enhances transparency
and accountability, and fosters flexible, simple, and
effective relations between the public and private
sectors (Yadav & Rani, 2022). The implementation
and development of e-governance constitute a com-
plex process that involves number of challenges.
The implementation of e-governance requires
adequate technological and legal frameworks, in
which local legislation and legal mechanisms play
a significant role. At the same time, the experience
of countries that have made significant progress in
developing e-governance is important. One such
country is Estonia, the study of whose practical and
legal-technological aspects is important for various
countries, including Georgia.

This study examines the legal and technological
foundations of implementing and developing e-
governance model in Georgia. The study used the
comparative legal method to analyze the legal and
technological mechanisms of advanced countries,
especially Estonia, forming the foundation for
developing a high-standard e-governance model in
the country. Accordingly, the research analyzed the
challenges of e-governance in Georgia and the
opportunities for implementing innovative services
in this context. The interviewing method was also
employed. Representatives of legal entities under
public law, operating within the governance sphere
of the Ministry of Justice of Georgia, were inter-
viewed using a pre-prepared questionnaire, which
added a significant practical value to the research
findings.

The study identifies several technological and
legal challenges to the development of e-gover-
nance in Georgia, including inconsistent practices
among state agencies in creation and development
of online platforms for public sector; problems

regarding an access to open data which arise due to
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the lack of an appropriate legislative framework
and standards; “Digital Divide” and lack of
interoperability standards for information exchange
between governmental organizations; low level of
interactivity (conducting relevant transactions,
operations, and actions electronically).

To address the above challenges, a number of
measures are proposed, including the creation and
development of an appropriate legislative frame-
work and standards for open data, as well as
strengthening coordination between state agencies;
increasing citizens' access to the internet; imple-
mentation of standards for information exchange
between state organizations based on an interope-
rability framework, for which the use of the
Estonian model in Georgia will be quite effective;
developing cybersecurity legal instruments at the
national level to ensure sustainable digital systems,
while drawing on Estonia’s experience, is recom-
mended; and in order to increase the low level of
interactivity, it is recommended to introduce quali-
fied electronic signatures and seal on a large scale
in the process of interaction between various

agencies.

Discussion

The process of ensuring e-governance can be struc-
tured into several main levels. The first level is the
presence of information on various government
platforms, such as websites, electronic brochures,
and other digital channels (Stages of e-Governance
and Government Initiatives). The second level
involves two-way communication, or interaction
(The Evolutionary Path of E-Governance: Under-
standing its Progressive Stages, 2024). This level
facilitates the exchange of information between the
government and citizens. The third level involves
service delivery and transactions (The Evolutionary
Path of E-Governance: Understanding its Progre-
ssive Stages, 2024). This level enables citizens to
access government services online and conduct
relevant transactions (The Evolutionary Path of E-

Governance: Understanding its Progressive Stages,
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2024). The fourth level of e-governance involves
interactive participation (The Evolutionary Path of
E-Governance: Understanding its Progressive
Stages, 2024). At this level, citizens can access
government and administrative services, and take a
more active role in the decision-making process
(The Evolutionary Path of E-Governance: Under-
standing its Progressive Stages, 2024).

Georgia has both general and special normative
acts governing the implementation of e-governa-
nce. An analysis of the e-governance model shows
that several hundred electronic services are curren-
tly available in Georgia (Digital Governance Stra-
tegy of Georgia 2025-2030, 2025). Users expect
that the information will be available anytime,
anywhere, and as quickly as possible; however, this
cannot always be guaranteed due to the existing
legislative framework and practices (Digital
Governance Strategy of Georgia 2025-2030, 2025).

One of the main tools for implementing e-
governance is the use of online platforms in the
public sector, coordinated primarily by the LEPL
Digital Governance Agency, under the Ministry of
Justice of Georgia. The unified portal of electronic
services is my.gov.ge. Despite its importance in
providing services based on the “one-stop shop”
principle, several challenges remain. In particular,
some state agencies develop and manage their own
web pages for service provision independently of
this portal (Digital Governance Strategy of Georgia
2025-2030, 2025). As a result, this situation creates
uneven practices, which hinder the development of
the “one-stop shop” principle and limits access to
state services in a single location (Digital Gover-
nance Strategy of Georgia 2025-2030, 2025).

Georgian public institutions possess a large
amount of digital information, mainly generated
through the
(Data.gov.ge — Open Data Portal). Under the Gene-

exercise of public authority
ral Administrative Code of Georgia, state institu-
tions are required to proactively publish some of
this data (Digital Governance Agency, 2022). All

information published by public institutions does
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not automatically constitute open data; only raw,
primary data in spreadsheet-compatible formats
(e.g., CSV, Open XML) or accessible via an API
meets this standard (Data.gov.ge — Open Data
Portal). It is also important that published data to be
updated at a specified frequency (Data.gov.ge —
Open Data Portal).

The openness and accessibility of data consti-
tute important characteristics of the public gover-
nance system (Neeme, 2024). Publishing open data
in an appropriate format and on a regular basis
enables citizens, the business sector, and other
stakeholders to access existing data and use it to
develop innovative projects and e-services (Neeme,
2024). Open data plays a crucial role in promoting
the efficient use of state resources (European
Commission, 2020).

One of the studies identified the lack of a proper
legislative framework and standards as an obstacle
to open data availability in Georgia (Institute for
Development of Freedom of Information, 2018).
The study also highlighted the need to update data
continuously (Institute for Development of Free-
dom of Information, 2018). In essence, the accessi-
bility of open data constitutes an important element
in promoting e-governance (Neeme, 2024). In
Georgia, access to open data continues to be a ma-
jor challenge for the full implementation of e-go-
vernance, as noted in the Digital Governance Stra-
tegy (Digital Governance Strategy of Georgia
2025-2030, 2025). A survey conducted as part of
our research among legal entities of public law
under the Ministry of Justice of Georgia identified
the need to regulate legal issues related to open
data, update existing portals, and deepen know-
ledge in this field, while also highlighting the
activities planned in these areas (Interviews, 2024).
A key challenge is the absence of a legal requi-
rement obliging administrative bodies to publish
open data in machine-readable format on the Open
Government Data Portal (Interviews, 2024). Admi-
nistrative bodies are under no legislative obligation

to publish open data in the proper format (Digital
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Governance Strategy of Georgia 2025-2030, 2025).
The publication of open data on the data.gov.ge
portal depends on the decision of the respective
public institution (Digital Governance Strategy of
Georgia 2025-2030, 2025). To address the challen-
ges related to the availability of open data, it is
important to strengthen inter-agency coordination,
ensuring that all state agencies participate ade-
quately in implementing innovations and reforms,
thereby creating basis for uniform practices (Digital
Governance Strategy of Georgia 2025-2030, 2025).

As already mentioned, e-governance is inhe-
rently complex and requires legal, technological,
technical, and institutional mechanisms for its
functioning. The use of electronic services and sys-
tems, in turn, is an integral part of e-governance.
Although a number of electronic services are alre-
ady available in the public sphere, many products
remain either underutilized or not used at all
(Digital Governance Strategy of Georgia 2025-
2030, 2025). One reason for this is the lack of awa-
reness regarding digital services (Digital Gover-
nance Strategy of Georgia 2025-2030, 2025). This,
in turn, presents a challenge for the development of
e-governance. Addressing it requires the planning
and implementing various initiatives, such as
awareness-raising campaigns (Digital Governance
Strategy of Georgia 2025-2030, 2025), the promo-
tion of digital services, and information support
across public and private sectors at the central,
local, and regional levels (Digital Governance
Strategy of Georgia 2025-2030, 2025). The need to
raise awareness in order to strengthen citizen enga-
gement was also emphasized in a survey conducted
as part of our research among public law entities
operating under the Ministry of Justice of Georgia
(Digital Governance Strategy of Georgia 2025-
2030, 2025).

Another important issue in the development and
implementation of e-governance is the so-called
“digital divide”, which is particularly evident in
developing countries. As already mentioned, digital
fragmentation refers to a situation in which some
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citizens have access to information and commu-
nication technologies while others do not. It also
arises when regions or cities within a country differ
significantly in their socio-economic and cultural
conditions with respect to such access, creating an
imbalance in internet infrastructure availability
(Stoiciu, 2011). Bridging the digital divide is essen-
tial for ensuring equal access to e-government ser-
vices. Achieving this requires the implementation
of various measures to guarantee internet access for
citizens across the country (Stoiciu, 2011).

For the full implementation of e-governance,
interoperability (Making E-Government Work) of
digital systems is essential, as it constitutes one of
its key components (Metcalf, 2022). Interopera-
bility is the capacity of institutions to interact with
one another through compatible data, systems, and
processes (Kruger, 2023). This encompasses the
sharing of information through data exchange
mechanisms within information and communica-
tion technologies (Kruger, 2023). It entails the
coordinated integration and communication of soft-
ware systems, devices, applications, and other tools
necessary for ensuring e-governance (Lewis,
2023).

In Georgia, a major obstacle to the development
of e-governance is the absence of interoperability
standards for information exchange among public
sector organizations and public institutions (Digital
Governance Strategy of Georgia 2025-2030, 2025).
As a result thereof, administrative bodies make
additional effort, time, and resources to obtain
information, leading to higher costs, delays in
information flow, and ultimately reducing decision-
making efficiency and overall effectiveness (Digi-
tal Governance Strategy of Georgia 2025-2030,
2025). In such cases, e-governance becomes frag-
mented and less effective, failing to achieve the out-
comes expected from a fully realized e-governance
system.

To overcome the challenges described above
and ensure complete interoperability, it is necessary

to implement measures such as establishing stan-
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dards for information exchange between state
agencies within an interoperability framework
(Digital Governance Strategy of Georgia 2025-
2030, 2025). In addition, we believe that intro-
ducing the Estonian model in Georgia could be
highly effective. Estonia ensures interoperability of
its e-government systems through a platform called
“X-Road”, which connects various databases via a
common interface (X-Road — interoperability servi-
ces). This system allows a state agency to access
data from another agency's database, when nece-
ssary, even if the information is not stored locally
(Metcalf, 2019). Accordingly, citizens submit their
data ‘only once’, which is stored in a single
agency’s database, after which other agencies can
access it as needed.

In terms of legal support, Estonia has a Public
Information Act, which largely regulates the
interoperability of e-government systems (Public
Information Act, 2000) and prohibits requiring citi-
zens to submit their data more than once (Metcalf,
2019). This system ensures both data security and
integrity, and it allows citizens to track when third
parties access their data through the “X-Road”
platform (Nortal, 2022). The Public Information
Act includes important provisions related to
interoperability, such as prohibiting duplicate data
collection, defining the concept of databases, and
coordinating with information technology proce-
sses (Digital Government Factsheet, 2019).

When discussing e-governance, particularly the
interoperability of e-government systems and the
fourth level of e-governance — Interactive Partici-
pation — it is essential to address cybersecurity and
the protection of technological systems. To ensure
sustainable digital systems, several researchers
emphasize the need to develop national-level legal
frameworks for cybersecurity (Neeme, 2024).

This could be considered particularly important
for developing countries, including Georgia. At the
national level, special law on cybersecurity is
designed to protect critical infrastructure, ensure

security, and safeguard the rights and interests of
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citizens (Neeme, 2024). Broadly speaking, special
laws act as instruments for regulating and imple-
menting state policies. When several state agencies
are involved in cybersecurity, these laws can
additionally provide legal coordination of their
activities.

In 2021, the Georgian government adopted the
National Cybersecurity Strategy and its Action Plan
(Resolution, 2021), which stress the importance of
reviewing and updating the legal framework
governing cybersecurity in Georgia in line with the
leading international best practices. In this context,
the experience of Estonia, one of the global leaders
in e-governance, is noteworthy. In 2018, Estonia
adopted a Cybersecurity Act (Cybersecurity Act,
2018) aimed at strengthening the digital systems
used to deliver essential public services (Digital
Government Factsheet, 2019). The act provides for
the necessary requirements governing public, state,
and local government networks and information
systems, including the prevention and management
of cyber incidents, oversight mechanisms, and
associated liabilities (Digital Government Fact-
sheet, 2019).

A further element of e-governance is interac-
tivity, which encompasses the electronic execution
of transactions and operations, as well as the con-
trolled access to non-public data (Metcalf, 2022).
The implementation of digital identification
(Metcalf, 2022), which involves digital signatures,
is necessary. Although the current legislative fra-
mework in Georgia allows the use of qualified
signatures and stamps on electronic documents, a
major challenge lies in their enforcement, particu-
larly regarding the extensive adoption of qualified
signatures and stamps in inter-agency relations
(Digital Governance Strategy of Georgia 2025-
2030, 2025).

Conclusion

Georgia has made tangible progress in the deve-
lopment of e-governance. Several services have

been introduced, relevant legislation updated, insti-
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tutional mechanisms and state units established,
and platforms for citizen engagement and service
delivery created. Importantly, a digital governance
strategy exists, and relevant issues are being
analyzed, problems identified, and comprehensive
approaches developed.

Today, the development of e-governance in
Georgia is characterized by both achievements and
challenges. One of the main tools for implementing
e-governance is the online platforms operating in
the public sector, many of which exist in Georgia.
However, challenges remain, in particularly, some
state agencies create and maintain their own web
pages independently of the main portal. This leads
to heterogeneous practices, which in turn hinder the
implementation of the “one-stop-shop” principle
and the ability to access state services through a
single point.

Open data and accessibility thereto are among
the characteristics of the public governance system
and play an important role in ensuring the efficient
use of state resources. Implementation of open data
accessibility is a key element supporting e-gover-
nance. However, in Georgia, access to open data
remains a challenge for the full implementation of
e-governance. This is largely due to the lack of a
legal obligation for administrative bodies to publish
open data in a machine-readable format on the

Open Government Data Portal.
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Another obstacle to the development of e-
governance in Georgia is the lack of interopera-
bility standards for information exchange between
public sector organizations. This leads to increased
effort, time, and costs for administrative bodies,
including delays in information exchange, which
negatively affect decision-making and reduce the
efficiency of administrative operations.

Another component of e-governance is interac-
tivity, which refers to carrying out transactions,
operations, and other actions electronically, in an
online environment, including access to non-public
data. This requires digital identification, which is
linked to the use of digital signatures. Although the
existing legislative framework and practice in
Georgia allow for the use of qualified electronic
signatures and seals on digital documents, challen-
ges remain in terms of enforcement — particularly
with regard to their large-scale adoption in inter-

agency interactions.

Acknowledgements

This study was prepared as part of the winner pro-
ject of the Caucasus International University “Fun-
damental Research Grant Competition” — Legal and
Technological Challenges of Implementing Digital
Governance in Georgia (based on the example of
Estonian experience); Grant Code: CIU-FR-423-23.



Legal and Technological Challenges and Prospects for ... 249

bs0s6005¢m0

GO8OYo 9956039 MdOL 356300050980l LsTsMMNEYdMOZ-

&935mema0mMo 259mfi393900 ©s 39MLi3gdEHoggd0
Logo®mggermdo

- b530dg", B. g900LMbos™, 6. ¥mmOost

* 393300000 UsgGosdmcober #96039Gbodgd0, bsdsGorenols @s349¢03990, 0980¢molo, bsgs®Goggemem
** 356500¢m980b, G936090980L5 ©5 sbse35BHMBOL bsdobol B, odogrobo, bsgsGorggerm
$ 805600 000H60306 Lsgs(0039¢m, 0L9GOONIM0 ©I330HSAI6(H0, 0280erobo, bsgs6oag9¢mem

(HoMmy9bowos 5350093000 §gz®ob 3. MyMabgerodols dog®)

bEBOG0sdo sbboEmmos LsgsOmzgmmdo ogAHEo sMmM3xMMdoL 363005MHGdOL Bgdbm-
©WMy0M0 5 BITIOMNEYPIM 030 g39mfi3g3900, HMIgEms mMolss Labgwdfoxm mfiggdgdol dogH
Laxs®m LgdEm®do d,mgdgo Mmbersob des@Rm®mdgdol dddbol s 3s63005MYIBOL 5GHgMmMAZS-
03360 3M5JBH03s, 005 dmbs3gdgdol bgudolsfizgmdmdsliorsh 303500gd0m sOGLYDIMO 3HMD-
39900, ,308OWMo BMsadgbGIE0s“ ©s Lbgaslbgs Lsbgwmdfomm mmysboBszogdl dmmol
068m®™35300L 35330l MMH00gHMs3LYdEMBOL LBEBPIMEHIIOL sGsMLYDIMDS, 0bEHIMIJBHOY)-
@mdob (dglsdsdobo BHFMBEBIJE30gd0L, M3gMsEogdol s dmddgwgdgdol gamgd@mmbamam gsb-
bmO309e90s) Do 95B396909w0. 33079305l g38mygbgdvemos 39sHGd0m-LsFMMNEIIG0Z0
99000 5 35365¢00BYOY0S 55 BHYdbmemyonmMo J399bgdol, 3gMdmep gbGMBgmol Lsdsk-
0@Y36M03-3gdbmermaon®o 994s60B3gdo. ©s8s390mw0os LsgsGmggmmdo 08GO FIs6-
®390d0L FHowdo 56l §53mf393900 s Jol BMBEDY 0bmgogon®o bgHhgzoligdol sby®-
330l 8glsdagdEmdgd0. BYdmsmbodbrmo 58mfigg3gdol 3osbsIMErs® dg0mmsgzsbYdMEos
6030 ©mbolidogdgdoL oBHMIds, 39MdmE, ©0d> IMbsEgdgdmsb FodsMmgdom Bglisdsdolo bs3s-
60b63gdem 35%Bol s LEsbEsMEgdol dgddbs s 3sb300m5Mgds, s1ggg Lsbgwdfiogm Miiygdgdl
dmMol  3mmOEObs3ooL g3dmwoghhgds, dmdsersdgoms dogh 0bFgMbgd by figmdol gsbMs,
MOH00gM0MN3BJdMIOL BsGBML Lsgwdzgmby bsbgymdfonm MmMBobsE0gdl dmemols 0bgm®-
35300L 2533Wolmzol LsFoMm LEbsMEHJdoL ©IBgMaZs, IaMsEo 0BG Lolgdgdols
mBOHvY6b3geygmgol dobbom gHhmgbryer mbybg 30dgOMLsgMmMbMYdOL LsdsMmmEgdMogo bsdwys-
@909%0L 356300056903, 06EJMHIE0XMdOL ©sdsEo FoB39698oL 2sBMEOL oBboo bgsws-
bbgs Mfiggdsms MMm0ogMmmdols 3GmEgldo 335¢053030vMo bgwdmfigMols s 9Fs330L GsMorm-
Is19BHod0560 ©IBYH3d.

Bull. Natl. Acad. Sci. Georg., vol. 19(193), no. 4, 2025



250 George Khatidze, Zviad Gabisonia, Nino Jolia

REFERENCES

Cybersecurity Act. (2018). Riigikogu. Estonia. Available at:
https://www.riigiteataja.ee/en/eli/ee/526082022002/consolide/current last accessed 05 September 2025.

Data.gov.ge — Open Data Portal. Available at: https://ogp.gov.ge/projects/datagovge/ last accessed 10 August 2025.

Digital Governance Strategy of Georgia 2025-2030. (2025). Available at: https://matsne.gov.ge/ka/document/view/
6467487 ?publication=0 last accessed 09 August, 2025.

Digital Governance Agency. (2022). Open Data Portal. Available at:
https://dga.gov.ge/?m=articles&id=XC5m496cQQ last accessed 11 August 2025.

Digital Government Factsheet. (2019). Estonia. Available at: https://interoperable-europe.ec.europa.eu/sites/default/
files/inline-files/Digital Government Factsheets Estonia_2019.pdf last accessed 05 September 2025.

European Commission. (2020). European Data Portal. Analytical Report 9: The Economic Benefits of Open Data.
Available at: https://data.europa.cu/sites/default/files/analytical_report n9_economic_benefits_of
open_data.pdf last accessed 12 August 2025.

Institute for Development of Freedom of Information. (2018). Access to Open Data in Georgia and the Visegrad
Countries. Available at: https://idfi.ge/ge/access to_open data ing georgia and_visegrad countries last
accessed 12 August 2025.

Interviews. (2024). LEPL “Digital Governance Agency”. LEPL “Service Development Agency”.

Kruger, B. (2023). Interoperability - the key enabler of e-government. Available at: https:/joinup.ec.europa.eu/
collection/digital-skills-public-sector/solution/interoperable-europe-academy/news/interoperability-key-enabler-
e-government last accessed 17 August 2025.

Lewis, S. (2023). Interoperability. Available at: https://www.techtarget.com/searchapparchitecture/
definition/interoperability last accessed 20 August 2025.

Making E-Government Work. available at: https://thehagueacademy.com/news/the-essential-elements-that-make-e-
government-work/ last accessed 15 August 2025.

Metcalf, K. (2022). e-Governance and Good Administration: Examples from Estonia. European Review of Digital
Administration & Law — Erdal (3), 1.

Metcalf, K. (2019). How to build E-Governance in a digital society: The Case of Estonia. Revista Catalana de Dret
Public (58).

Neeme, E. (2024). Building a resilient digital future: A strategic blueprint for tomorrow’s security. e-Governance
Academy Yearbook 2023/2024. Unlocking digital success. Available at: https://ega.ee/wp-
content/uploads/2021/05/Aastaraamat-ENG-2023-2024 1.pdf last accessed 25 August 2025.

Nortal. (2022). X-Road: Estonia’s digital backbone. Available at: https://nortal.com/insights/x-road-estonias-digital-
backbone/ last accessed 15 September 2025.

Public Information Act. (2000). Riigikogu. Available at: https://www.riigiteataja.ee/en/eli/514112013001/consolide
last accessed 15 September 2025

Resolution. (2021). No. 482 of the Government of Georgia “On Approval of the National Cybersecurity Strategy of
Georgia for 2021-2024 and its Action Plan”. Available at:
https://matsne.gov.ge/document/view/5263611?publication=0 last accessed 30 August 2025.

Stages of e-Governance and Government Initiatives. Available at: https://unacademy.com/content/upsc/study-
material/governance/stages-of-e-governance-and-government-initiatives/ last accessed 05 August 2025.

Stoiciu, A. (2011). The role of e-governance in bridging the digital divide. Available at: https://www.un.org/en/
chronicle/article/role-e-governance-bridging-digital-divide last accessed 10 September 2025.

The evolutionary path of E-Governance: Understanding its progressive stages. (2024). Available at:
https://journalism.university/digital-media/evolution-e-governance-progressive-stages/ last accessed 06 August
2025.

X-Road — interoperability services. Available at: https://e-estonia.com/solutions/interoperability-services/x-road/ last
accessed 12 September 2025.

Yadav, R., Rani, J. (2022). E-Governance: Concept, strategy and its implication. Journal of American Science, 18(6),

https://www jofamericanscience.org/journals/am-sci/jas180622/07 37959jas180622 59 63.pdf last accessed 15
September 2025.

Received October, 2025

Bull. Natl. Acad. Sci. Georg., vol. 19(193), no. 4, 2025


https://www.riigiteataja.ee/en/eli/ee/526082022002/consolide/current
https://ogp.gov.ge/projects/datagovge/
https://matsne.gov.ge/ka/document/view/%206467487?publication=0
https://matsne.gov.ge/ka/document/view/%206467487?publication=0
https://dga.gov.ge/?m=articles&id=XC5m496cQQ
https://interoperable-europe.ec.europa.eu/sites/default/%20files/inline-files/Digital_Government_Factsheets_Estonia_2019.pdf
https://interoperable-europe.ec.europa.eu/sites/default/%20files/inline-files/Digital_Government_Factsheets_Estonia_2019.pdf
https://data.europa.eu/sites/default/files/analytical_report_n9_economic_benefits_of_%20open_data.pdf
https://data.europa.eu/sites/default/files/analytical_report_n9_economic_benefits_of_%20open_data.pdf
https://idfi.ge/ge/access_to_open_data_ing_georgia_and_visegrad_countries
https://joinup.ec.europa.eu/%20collection/digital-skills-public-sector/solution/interoperable-europe-academy/news/interoperability-key-enabler-e-government
https://joinup.ec.europa.eu/%20collection/digital-skills-public-sector/solution/interoperable-europe-academy/news/interoperability-key-enabler-e-government
https://joinup.ec.europa.eu/%20collection/digital-skills-public-sector/solution/interoperable-europe-academy/news/interoperability-key-enabler-e-government
https://www.techtarget.com/searchapparchitecture/%20definition/interoperability
https://www.techtarget.com/searchapparchitecture/%20definition/interoperability
https://thehagueacademy.com/news/the-essential-elements-that-make-e-government-work/
https://thehagueacademy.com/news/the-essential-elements-that-make-e-government-work/
https://ega.ee/wp-content/uploads/2021/05/Aastaraamat-ENG-2023-2024_1.pdf
https://ega.ee/wp-content/uploads/2021/05/Aastaraamat-ENG-2023-2024_1.pdf
https://nortal.com/insights/x-road-estonias-digital-backbone/
https://nortal.com/insights/x-road-estonias-digital-backbone/
https://www.riigiteataja.ee/en/eli/514112013001/consolide
https://matsne.gov.ge/document/view/5263611?publication=0
https://unacademy.com/content/upsc/study-material/governance/stages-of-e-governance-and-government-initiatives/
https://unacademy.com/content/upsc/study-material/governance/stages-of-e-governance-and-government-initiatives/
https://www.un.org/en/%20chronicle/article/role-e-governance-bridging-digital-divide
https://www.un.org/en/%20chronicle/article/role-e-governance-bridging-digital-divide
https://journalism.university/digital-media/evolution-e-governance-progressive-stages/
https://e-estonia.com/solutions/interoperability-services/x-road/
https://www.jofamericanscience.org/journals/am-sci/jas180622/07_37959jas180622_59_63.pdf

	Law
	Legal and Technological Challenges and Prospects for Development of E-Governance in Georgia
	George Khatidze*, Zviad Gabisonia**, Nino Jolia§
	* Faculty of Law, Caucasus International University, Tbilisi, Georgia
	** Ministry of Education, Science and Youth, Tbilisi, Georgia
	§ Legal Department, Grant Thornton Georgia, Tbilisi, Georgia
	(Presented by Academy Member Mindia Ugrekhelidze)
	Abstract. This paper examines technological and legal challenges to the development of e-governance in Georgia. These include inconsistent practices among state agencies in creating and maintaining online platforms for the public sector; problems regarding an access to open data; the “Digital Divide” and lack of interoperability standards for information exchange between governmental organizations, and low level of interactivity (conducting relevant transactions, operations, and actions electronically). The study uses comparative legal method to analyze the legal and technological mechanisms of advanced countries, especially Estonia. It analyzes the challenges facing e-governance in Georgia and the opportunities for implementing innovative services in this context. To address these challenges, a number of measures are proposed, particularly, the creation and development of an appropriate legislative framework and open data standards, as well as strengthening coordination between state agencies; increasing citizens' access to the internet; implementation of standards for information exchange between state organizations based on an interoperability framework; developing cybersecurity legal instruments at the national level to ensure sustainable digital systems; and in order to increase the low level of interactivity, it is recommended to introduce qualified electronic signatures and seal on a large scale in the process of interaction between various state agencies. © 2025 Bull. Natl. Acad. Sci. Georg.
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	Introduction
	In recent decades, technological developments have reached unprecedented heights. Technolo-gical advancements have enabled the public sector to integrate digital tools into state governance functions, signaling an irreversible shift towards digital transformation. The development of e-governance has enabled countries to provide fully automated services to citizens. Digital transforma-tion involves the rapid expansion of internet-based and digital services across both the private and public sectors. This led to the emergence of the doc-trine of digital governance (e-governance). Georgia is likewise undertaking a transition to this model.
	Several key issues emerge from the importance and positive characteristics of e-governance. E-governance increases the accessibility of govern-ment services to citizens, reduces financial costs, and enables the automation of services, thereby ensuring easier access for individuals (Yadav & Rani, 2022). It also strengthens democracy by promoting citizen participation and engagement at all levels of government, enhances transparency and accountability, and fosters flexible, simple, and effective relations between the public and private sectors (Yadav & Rani, 2022). The implementation and development of e-governance constitute a com-plex process that involves number of challenges. The implementation of e-governance requires adequate technological and legal frameworks, in which local legislation and legal mechanisms play a significant role. At the same time, the experience of countries that have made significant progress in developing e-governance is important. One such country is Estonia, the study of whose practical and legal-technological aspects is important for various countries, including Georgia. 
	This study examines the legal and technological foundations of implementing and developing e-governance model in Georgia. The study used the comparative legal method to analyze the legal and technological mechanisms of advanced countries, especially Estonia, forming the foundation for developing a high-standard e-governance model in the country. Accordingly, the research analyzed the challenges of e-governance in Georgia and the opportunities for implementing innovative services in this context. The interviewing method was also employed. Representatives of legal entities under public law, operating within the governance sphere of the Ministry of Justice of Georgia, were inter-viewed using a pre-prepared questionnaire, which added a significant practical value to the research findings.
	The study identifies several technological and legal challenges to the development of e-gover-nance in Georgia, including inconsistent practices among state agencies in creation and development of online platforms for public sector; problems regarding an access to open data which arise due to the lack of an appropriate legislative framework and standards; “Digital Divide” and lack of interoperability standards for information exchange between governmental organizations; low level of interactivity (conducting relevant transactions, operations, and actions electronically).
	To address the above challenges, a number of measures are proposed, including the creation and development of an appropriate legislative frame-work and standards for open data, as well as strengthening coordination between state agencies; increasing citizens' access to the internet; imple-mentation of standards for information exchange between state organizations based on an interope-rability framework, for which the use of the Estonian model in Georgia will be quite effective; developing cybersecurity legal instruments at the national level to ensure sustainable digital systems, while drawing on Estonia’s experience, is recom-mended; and in order to increase the low level of interactivity, it is recommended to introduce quali-fied electronic signatures and seal on a large scale in the process of interaction between various agencies. 
	Discussion
	The process of ensuring e-governance can be struc-tured into several main levels. The first level is the presence of information on various government platforms, such as websites, electronic brochures, and other digital channels (Stages of e-Governance and Government Initiatives). The second level involves two-way communication, or interaction (The Evolutionary Path of E-Governance: Under-standing its Progressive Stages, 2024). This level facilitates the exchange of information between the government and citizens. The third level involves service delivery and transactions (The Evolutionary Path of E-Governance: Understanding its Progre-ssive Stages, 2024). This level enables citizens to access government services online and conduct relevant transactions (The Evolutionary Path of E-Governance: Understanding its Progressive Stages, 2024). The fourth level of e-governance involves interactive participation (The Evolutionary Path of E-Governance: Understanding its Progressive Stages, 2024). At this level, citizens can access government and administrative services, and take a more active role in the decision-making process (The Evolutionary Path of E-Governance: Under-standing its Progressive Stages, 2024). 
	Georgia has both general and special normative acts governing the implementation of e-governa-nce. An analysis of the e-governance model shows that several hundred electronic services are curren-tly available in Georgia (Digital Governance Stra-tegy of Georgia 2025-2030, 2025). Users expect that the information will be available anytime, anywhere, and as quickly as possible; however, this cannot always be guaranteed due to the existing legislative framework and practices (Digital Governance Strategy of Georgia 2025-2030, 2025).
	One of the main tools for implementing e-governance is the use of online platforms in the public sector, coordinated primarily by the LEPL Digital Governance Agency, under the Ministry of Justice of Georgia. The unified portal of electronic services is my.gov.ge. Despite its importance in providing services based on the “one-stop shop” principle, several challenges remain. In particular, some state agencies develop and manage their own web pages for service provision independently of this portal (Digital Governance Strategy of Georgia 2025-2030, 2025). As a result, this situation creates uneven practices, which hinder the development of the “one-stop shop” principle and limits access to state services in a single location (Digital Gover-nance Strategy of Georgia 2025-2030, 2025).
	Georgian public institutions possess a large amount of digital information, mainly generated through the exercise of public authority (Data.gov.ge – Open Data Portal). Under the Gene-ral Administrative Code of Georgia, state institu-tions are required to proactively publish some of this data (Digital Governance Agency, 2022). All information published by public institutions does not automatically constitute open data; only raw, primary data in spreadsheet-compatible formats (e.g., CSV, Open XML) or accessible via an API meets this standard (Data.gov.ge – Open Data Portal). It is also important that published data to be updated at a specified frequency (Data.gov.ge – Open Data Portal).
	The openness and accessibility of data consti-tute important characteristics of the public gover-nance system (Neeme, 2024). Publishing open data in an appropriate format and on a regular basis enables citizens, the business sector, and other stakeholders to access existing data and use it to develop innovative projects and e-services (Neeme, 2024). Open data plays a crucial role in promoting the efficient use of state resources (European Commission, 2020).
	One of the studies identified the lack of a proper legislative framework and standards as an obstacle to open data availability in Georgia (Institute for Development of Freedom of Information, 2018). The study also highlighted the need to update data continuously (Institute for Development of Free-dom of Information, 2018). In essence, the accessi-bility of open data constitutes an important element in promoting e-governance (Neeme, 2024). In Georgia, access to open data continues to be a ma-jor challenge for the full implementation of e-go-vernance, as noted in the Digital Governance Stra-tegy (Digital Governance Strategy of Georgia 2025-2030, 2025). A survey conducted as part of our research among legal entities of public law under the Ministry of Justice of Georgia identified the need to regulate legal issues related to open data, update existing portals, and deepen know-ledge in this field, while also highlighting the activities planned in these areas (Interviews, 2024). A key challenge is the absence of a legal requi-rement obliging administrative bodies to publish open data in machine-readable format on the Open Government Data Portal (Interviews, 2024). Admi-nistrative bodies are under no legislative obligation to publish open data in the proper format (Digital Governance Strategy of Georgia 2025-2030, 2025). The publication of open data on the data.gov.ge portal depends on the decision of the respective public institution (Digital Governance Strategy of Georgia 2025-2030, 2025). To address the challen-ges related to the availability of open data, it is important to strengthen inter-agency coordination, ensuring that all state agencies participate ade-quately in implementing innovations and reforms, thereby creating basis for uniform practices (Digital Governance Strategy of Georgia 2025-2030, 2025).
	As already mentioned, e-governance is inhe-rently complex and requires legal, technological, technical, and institutional mechanisms for its functioning. The use of electronic services and sys-tems, in turn, is an integral part of e-governance. Although a number of electronic services are alre-ady available in the public sphere, many products remain either underutilized or not used at all (Digital Governance Strategy of Georgia 2025-2030, 2025). One reason for this is the lack of awa-reness regarding digital services (Digital Gover-nance Strategy of Georgia 2025-2030, 2025). This, in turn, presents a challenge for the development of e-governance. Addressing it requires the planning and implementing various initiatives, such as awareness-raising campaigns (Digital Governance Strategy of Georgia 2025-2030, 2025), the promo-tion of digital services, and information support across public and private sectors at the central, local, and regional levels (Digital Governance Strategy of Georgia 2025-2030, 2025). The need to raise awareness in order to strengthen citizen enga-gement was also emphasized in a survey conducted as part of our research among public law entities operating under the Ministry of Justice of Georgia (Digital Governance Strategy of Georgia 2025-2030, 2025).
	Another important issue in the development and implementation of e-governance is the so-called “digital divide”, which is particularly evident in developing countries. As already mentioned, digital fragmentation refers to a situation in which some citizens have access to information and commu-nication technologies while others do not. It also arises when regions or cities within a country differ significantly in their socio-economic and cultural conditions with respect to such access, creating an imbalance in internet infrastructure availability (Stoiciu, 2011). Bridging the digital divide is essen-tial for ensuring equal access to e-government ser-vices. Achieving this requires the implementation of various measures to guarantee internet access for citizens across the country (Stoiciu, 2011).
	For the full implementation of e-governance, interoperability (Making E-Government Work) of digital systems is essential, as it constitutes one of its key components (Metcalf, 2022). Interopera-bility is the capacity of institutions to interact with one another through compatible data, systems, and processes (Kruger, 2023). This encompasses the sharing of information through data exchange mechanisms within information and communica-tion technologies (Kruger, 2023). It entails the coordinated integration and communication of soft-ware systems, devices, applications, and other tools necessary for ensuring e-governance (Lewis, 2023).
	In Georgia, a major obstacle to the development of e-governance is the absence of interoperability standards for information exchange among public sector organizations and public institutions (Digital Governance Strategy of Georgia 2025-2030, 2025). As a result thereof, administrative bodies make additional effort, time, and resources to obtain information, leading to higher costs, delays in information flow, and ultimately reducing decision-making efficiency and overall effectiveness (Digi-tal Governance Strategy of Georgia 2025-2030, 2025). In such cases, e-governance becomes frag-mented and less effective, failing to achieve the out-comes expected from a fully realized e-governance system.
	To overcome the challenges described above and ensure complete interoperability, it is necessary to implement measures such as establishing stan-dards for information exchange between state agencies within an interoperability framework (Digital Governance Strategy of Georgia 2025-2030, 2025). In addition, we believe that intro-ducing the Estonian model in Georgia could be highly effective. Estonia ensures interoperability of its e-government systems through a platform called “X-Road”, which connects various databases via a common interface (X-Road – interoperability servi-ces). This system allows a state agency to access data from another agency's database, when nece-ssary, even if the information is not stored locally (Metcalf, 2019). Accordingly, citizens submit their data ‘only once’, which is stored in a single agency’s database, after which other agencies can access it as needed.
	In terms of legal support, Estonia has a Public Information Act, which largely regulates the interoperability of e-government systems (Public Information Act, 2000) and prohibits requiring citi-zens to submit their data more than once (Metcalf, 2019). This system ensures both data security and integrity, and it allows citizens to track when third parties access their data through the “X-Road” platform (Nortal, 2022). The Public Information Act includes important provisions related to interoperability, such as prohibiting duplicate data collection, defining the concept of databases, and coordinating with information technology proce-sses (Digital Government Factsheet, 2019).
	When discussing e-governance, particularly the interoperability of e-government systems and the fourth level of e-governance ‒ Interactive Partici-pation ‒ it is essential to address cybersecurity and the protection of technological systems. To ensure sustainable digital systems, several researchers emphasize the need to develop national-level legal frameworks for cybersecurity (Neeme, 2024).
	This could be considered particularly important for developing countries, including Georgia. At the national level, special law on cybersecurity is designed to protect critical infrastructure, ensure security, and safeguard the rights and interests of citizens (Neeme, 2024). Broadly speaking, special laws act as instruments for regulating and imple-menting state policies. When several state agencies are involved in cybersecurity, these laws can additionally provide legal coordination of their activities.
	In 2021, the Georgian government adopted the National Cybersecurity Strategy and its Action Plan (Resolution, 2021), which stress the importance of reviewing and updating the legal framework governing cybersecurity in Georgia in line with the leading international best practices. In this context, the experience of Estonia, one of the global leaders in e-governance, is noteworthy. In 2018, Estonia adopted a Cybersecurity Act (Cybersecurity Act, 2018) aimed at strengthening the digital systems used to deliver essential public services (Digital Government Factsheet, 2019). The act provides for the necessary requirements governing public, state, and local government networks and information systems, including the prevention and management of cyber incidents, oversight mechanisms, and associated liabilities (Digital Government Fact-sheet, 2019).
	A further element of e-governance is interac-tivity, which encompasses the electronic execution of transactions and operations, as well as the con-trolled access to non-public data (Metcalf, 2022). The implementation of digital identification (Metcalf, 2022), which involves digital signatures, is necessary. Although the current legislative fra-mework in Georgia allows the use of qualified signatures and stamps on electronic documents, a major challenge lies in their enforcement, particu-larly regarding the extensive adoption of qualified signatures and stamps in inter-agency relations (Digital Governance Strategy of Georgia 2025-2030, 2025).
	Conclusion
	Georgia has made tangible progress in the deve-lopment of e-governance. Several services have been introduced, relevant legislation updated, insti-tutional mechanisms and state units established, and platforms for citizen engagement and service delivery created. Importantly, a digital governance strategy exists, and relevant issues are being analyzed, problems identified, and comprehensive approaches developed. 
	Today, the development of e-governance in Georgia is characterized by both achievements and challenges. One of the main tools for implementing e-governance is the online platforms operating in the public sector, many of which exist in Georgia. However, challenges remain, in particularly, some state agencies create and maintain their own web pages independently of the main portal. This leads to heterogeneous practices, which in turn hinder the implementation of the “one-stop-shop” principle and the ability to access state services through a single point.
	Open data and accessibility thereto are among the characteristics of the public governance system and play an important role in ensuring the efficient use of state resources. Implementation of open data accessibility is a key element supporting e-gover-nance. However, in Georgia, access to open data remains a challenge for the full implementation of e-governance. This is largely due to the lack of a legal obligation for administrative bodies to publish open data in a machine-readable format on the Open Government Data Portal.
	Another obstacle to the development of e-governance in Georgia is the lack of interopera-bility standards for information exchange between public sector organizations. This leads to increased effort, time, and costs for administrative bodies, including delays in information exchange, which negatively affect decision-making and reduce the efficiency of administrative operations.
	Another component of e-governance is interac-tivity, which refers to carrying out transactions, operations, and other actions electronically, in an online environment, including access to non-public data. This requires digital identification, which is linked to the use of digital signatures. Although the existing legislative framework and practice in Georgia allow for the use of qualified electronic signatures and seals on digital documents, challen-ges remain in terms of enforcement ‒ particularly with regard to their large-scale adoption in inter-agency interactions.
	Acknowledgements
	This study was prepared as part of the winner pro-ject of the Caucasus International University “Fun-damental Research Grant Competition” ‒ Legal and Technological Challenges of Implementing Digital Governance in Georgia (based on the example of Estonian experience); Grant Code: CIU-FR-423-23.
	სამართალი
	ციფრული მმართველობის განვითარების სამართლებრივ-ტექნოლოგიური გამოწვევები და პერსპექტივები საქართველოში
	გ. ხატიძე*, ზ. გაბისონია**, ნ. ჯოლია§
	* კავკასიის საერთაშორისო უნივერსიტეტი, სამართლის ფაკულტეტი, თბილისი, საქართველო
	** განათლების, მეცნიერებისა და ახალგაზრდობის სამინისტრო, თბილისი, საქართველო
	§ გრანთ თორნთონ საქართველო, იურიდიული დეპარტამენტი, თბილისი, საქართველო
	(წარმოდგენილია აკადემიის წევრის მ. უგრეხელიძის მიერ)
	სტატიაში განხილულია საქართველოში ციფრული მმართველობის განვითარების ტექნო-ლოგიური და სამართლებრივი გამოწვევები, რომელთა შორისაა სახელმწიფო უწყებების მიერ საჯარო სექტორში მოქმედი ონლაინ პლატფორმების შექმნის და განვითარების არაერთგვა-როვანი პრაქტიკა, ღია მონაცემების ხელმისაწვდომობასთან მიმართებით არსებული პრობ-ლემები, „ციფრული ფრაგმენტაცია“ და სხვადასხვა სახელმწიფო ორგანიზაციებს შორის ინფორმაციის გაცვლის ურთიერთთავსებადობის სტანდარტების არარსებობა, ინტერაქტიუ-ლობის (შესაბამისი ტრანზაქციების, ოპერაციების და მოქმედებების ელექტრონულად გან-ხორციელება) დაბალი მაჩვენებელი. კვლევისას გამოყენებულია შედარებით-სამართლებრივი მეთოდი და გაანალიზებულია მაღალტექნოლოგიური ქვეყნების, კერძოდ ესტონეთის სამარ-თლებრივ-ტექნოლოგიური მექანიზმები. დამუშავებულია საქართველოში ციფრული მმარ-თველობის ჭრილში არსებული გამოწვევები და მის ფონზე ინოვაციური სერვისების დანერ-გვის შესაძლებლობები. ზემოაღნიშნული გამოწვევების გადასაჭრელად შემოთავაზებულია რიგი ღონისძიებების გატარება, კერძოდ, ღია მონაცემებთან მიმართებით შესაბამისი საკა-ნონმდებლო ბაზის და სტანდარტების შექმნა და განვითარება, ასევე სახელმწიფო უწყებებს შორის კოორდინაციის გაძლიერება, მოქალაქეთა მიერ ინტერნეტზე წვდომის გაზრდა, ურთიერთთავსებადობის ჩარჩოს საფუძველზე სახელმწიფო ორგანიზაციებს შორის ინფორ-მაციის გაცვლისთვის საჭირო სტანდარტების დანერგვა, მდგრადი ციფრული სისტემების უზრუნველყოფის მიზნით ეროვნულ დონეზე კიბერუსაფრთხოების სამართლებრივი საშუა-ლებების განვითარება, ინტერაქტიულობის დაბალი მაჩვენებლის გაზრდის მიზნით სხვადა-სხვა უწყებათა ურთიერთობის პროცესში კვალიფიციური ხელმოწერის და შტამპის ფართო-მასშტაბიანი დანერგვა.
	REFERENCES
	Cybersecurity Act. (2018). Riigikogu. Estonia. Available at: https://www.riigiteataja.ee/en/eli/ee/526082022002/consolide/current last accessed 05 September 2025.
	Data.gov.ge – Open Data Portal. Available at: https://ogp.gov.ge/projects/datagovge/ last accessed 10 August 2025.
	Digital Governance Strategy of Georgia 2025-2030. (2025). Available at: https://matsne.gov.ge/ka/document/view/ 6467487?publication=0 last accessed 09 August, 2025.
	Digital Governance Agency. (2022). Open Data Portal. Available at: https://dga.gov.ge/?m=articles&id=XC5m496cQQ last accessed 11 August 2025.
	Digital Government Factsheet. (2019). Estonia. Available at: https://interoperable-europe.ec.europa.eu/sites/default/ files/inline-files/Digital_Government_Factsheets_Estonia_2019.pdf last accessed 05 September 2025.
	European Commission. (2020). European Data Portal. Analytical Report 9: The Economic Benefits of Open Data. Available at: https://data.europa.eu/sites/default/files/analytical_report_n9_economic_benefits_of_ open_data.pdf last accessed 12 August 2025.
	Institute for Development of Freedom of Information. (2018). Access to Open Data in Georgia and the Visegrad Countries. Available at: https://idfi.ge/ge/access_to_open_data_ing_georgia_and_visegrad_countries last accessed 12 August 2025.
	Interviews. (2024). LEPL “Digital Governance Agency”. LEPL “Service Development Agency”.
	Kruger, B. (2023). Interoperability - the key enabler of e-government. Available at: https://joinup.ec.europa.eu/ collection/digital-skills-public-sector/solution/interoperable-europe-academy/news/interoperability-key-enabler-e-government last accessed 17 August 2025.
	Lewis, S. (2023). Interoperability. Available at: https://www.techtarget.com/searchapparchitecture/ definition/interoperability last accessed 20 August 2025.
	Making E-Government Work. available at: https://thehagueacademy.com/news/the-essential-elements-that-make-e-government-work/ last accessed 15 August 2025.
	Metcalf, K. (2022). e-Governance and Good Administration: Examples from Estonia. European Review of Digital Administration & Law – Erdal (3), 1.
	Metcalf, K. (2019). How to build E-Governance in a digital society: The Case of Estonia. Revista Catalana de Dret Públic (58).
	Neeme, E. (2024). Building a resilient digital future: A strategic blueprint for tomorrow’s security. e-Governance Academy Yearbook 2023/2024. Unlocking digital success. Available at: https://ega.ee/wp-content/uploads/2021/05/Aastaraamat-ENG-2023-2024_1.pdf last accessed 25 August 2025.
	Nortal. (2022). X-Road: Estonia’s digital backbone. Available at: https://nortal.com/insights/x-road-estonias-digital-backbone/ last accessed 15 September 2025.
	Public Information Act. (2000). Riigikogu. Available at: https://www.riigiteataja.ee/en/eli/514112013001/consolide last accessed 15 September 2025
	Resolution. (2021). No. 482 of the Government of Georgia “On Approval of the National Cybersecurity Strategy of Georgia for 2021-2024 and its Action Plan”. Available at: https://matsne.gov.ge/document/view/5263611?publication=0 last accessed 30 August 2025.
	Stages of e-Governance and Government Initiatives. Available at: https://unacademy.com/content/upsc/study-material/governance/stages-of-e-governance-and-government-initiatives/ last accessed 05 August 2025.
	Stoiciu, A. (2011). The role of e-governance in bridging the digital divide. Available at: https://www.un.org/en/ chronicle/article/role-e-governance-bridging-digital-divide last accessed 10 September 2025.
	The evolutionary path of E-Governance: Understanding its progressive stages. (2024). Available at: https://journalism.university/digital-media/evolution-e-governance-progressive-stages/ last accessed 06 August 2025.
	X-Road – interoperability services. Available at: https://e-estonia.com/solutions/interoperability-services/x-road/ last accessed 12 September 2025.
	Yadav, R., Rani, J. (2022). E-Governance: Concept, strategy and its implication. Journal of American Science, 18(6), https://www.jofamericanscience.org/journals/am-sci/jas180622/07_37959jas180622_59_63.pdf last accessed 15 September 2025.
	Received October, 2025
	Word Bookmarks
	OLE_LINK2
	OLE_LINK3
	OLE_LINK1



Law

[bookmark: OLE_LINK2][bookmark: OLE_LINK3]Legal and Technological Challenges and Prospects for Development of E-Governance in Georgia

George Khatidze*, Zviad Gabisonia**, Nino Jolia§

* Faculty of Law, Caucasus International University, Tbilisi, Georgia

** Ministry of Education, Science and Youth, Tbilisi, Georgia

§ Legal Department, Grant Thornton Georgia, Tbilisi, Georgia

(Presented by Academy Member Mindia Ugrekhelidze)

[bookmark: OLE_LINK1]Abstract. This paper examines technological and legal challenges to the development of e-governance in Georgia. These include inconsistent practices among state agencies in creating and maintaining online platforms for the public sector; problems regarding an access to open data; the “Digital Divide” and lack of interoperability standards for information exchange between governmental organizations, and low level of interactivity (conducting relevant transactions, operations, and actions electronically). The study uses comparative legal method to analyze the legal and technological mechanisms of advanced countries, especially Estonia. It analyzes the challenges facing e-governance in Georgia and the opportunities for implementing innovative services in this context. To address these challenges, a number of measures are proposed, particularly, the creation and development of an appropriate legislative framework and open data standards, as well as strengthening coordination between state agencies; increasing citizens' access to the internet; implementation of standards for information exchange between state organizations based on an interoperability framework; developing cybersecurity legal instruments at the national level to ensure sustainable digital systems; and in order to increase the low level of interactivity, it is recommended to introduce qualified electronic signatures and seal on a large scale in the process of interaction between various state agencies. © 2025 Bull. Natl. Acad. Sci. Georg.

saqarTvelos mecnierebaTa erovnuli akademiis moambe, t. 19(193), #4, 2025

 BULLETIN OF THE NATIONAL ACADEMY OF SCIENCES OF GEORGIA, vol. 19(193), no. 4, 2025

2	Avtandil Korakhashvili*, Tamar Kacharava**, Aleko Kalandia…

Bioresources and Qualitative Indicators of Blackberry … 	3

Keywords: e-governance, digital divide, interactivity, interoperability, cybersecurity

© 2025  Bull. Natl. Acad. Sci. Georg.

Bull. Georg. Natl. Acad. Sci., vol. 19(193), no. 2, 2025

Bull. Georg. Natl. Acad. Sci., vol. 19(193), no. 2, 2025

Introduction

In recent decades, technological developments have reached unprecedented heights. Technolo-
gical advancements have enabled the public sector to integrate digital tools into state governance functions, signaling an irreversible shift towards digital transformation. The development of e-governance has enabled countries to provide fully automated services to citizens. Digital transforma-
tion involves the rapid expansion of internet-based and digital services across both the private and public sectors. This led to the emergence of the doc-
trine of digital governance (e-governance). Georgia is likewise undertaking a transition to this model.

Several key issues emerge from the importance and positive characteristics of e-governance. E-governance increases the accessibility of govern-
ment services to citizens, reduces financial costs, and enables the automation of services, thereby ensuring easier access for individuals (Yadav & Rani, 2022). It also strengthens democracy by promoting citizen participation and engagement at all levels of government, enhances transparency and accountability, and fosters flexible, simple, and effective relations between the public and private sectors (Yadav & Rani, 2022). The implementation and development of e-governance constitute a com-
plex process that involves number of challenges. The implementation of e-governance requires adequate technological and legal frameworks, in which local legislation and legal mechanisms play a significant role. At the same time, the experience of countries that have made significant progress in developing e-governance is important. One such country is Estonia, the study of whose practical and legal-technological aspects is important for various countries, including Georgia. 

This study examines the legal and technological foundations of implementing and developing e-governance model in Georgia. The study used the comparative legal method to analyze the legal and technological mechanisms of advanced countries, especially Estonia, forming the foundation for developing a high-standard e-governance model in the country. Accordingly, the research analyzed the challenges of e-governance in Georgia and the opportunities for implementing innovative services in this context. The interviewing method was also employed. Representatives of legal entities under public law, operating within the governance sphere of the Ministry of Justice of Georgia, were inter-
viewed using a pre-prepared questionnaire, which added a significant practical value to the research findings.

The study identifies several technological and legal challenges to the development of e-gover-
nance in Georgia, including inconsistent practices among state agencies in creation and development of online platforms for public sector; problems regarding an access to open data which arise due to the lack of an appropriate legislative framework and standards; “Digital Divide” and lack of interoperability standards for information exchange between governmental organizations; low level of interactivity (conducting relevant transactions, operations, and actions electronically).

To address the above challenges, a number of measures are proposed, including the creation and development of an appropriate legislative frame-
work and standards for open data, as well as strengthening coordination between state agencies; increasing citizens' access to the internet; imple-
mentation of standards for information exchange between state organizations based on an interope-
rability framework, for which the use of the Estonian model in Georgia will be quite effective; developing cybersecurity legal instruments at the national level to ensure sustainable digital systems, while drawing on Estonia’s experience, is recom-
mended; and in order to increase the low level of interactivity, it is recommended to introduce quali-
fied electronic signatures and seal on a large scale in the process of interaction between various agencies. 



Discussion

The process of ensuring e-governance can be struc-
tured into several main levels. The first level is the presence of information on various government platforms, such as websites, electronic brochures, and other digital channels (Stages of e-Governance and Government Initiatives). The second level involves two-way communication, or interaction (The Evolutionary Path of E-Governance: Under-
standing its Progressive Stages, 2024). This level facilitates the exchange of information between the government and citizens. The third level involves service delivery and transactions (The Evolutionary Path of E-Governance: Understanding its Progre-
ssive Stages, 2024). This level enables citizens to access government services online and conduct relevant transactions (The Evolutionary Path of E-Governance: Understanding its Progressive Stages, 2024). The fourth level of e-governance involves interactive participation (The Evolutionary Path of E-Governance: Understanding its Progressive Stages, 2024). At this level, citizens can access government and administrative services, and take a more active role in the decision-making process (The Evolutionary Path of E-Governance: Under-
standing its Progressive Stages, 2024). 

Georgia has both general and special normative acts governing the implementation of e-governa-
nce. An analysis of the e-governance model shows that several hundred electronic services are curren-
tly available in Georgia (Digital Governance Stra-
tegy of Georgia 2025-2030, 2025). Users expect that the information will be available anytime, anywhere, and as quickly as possible; however, this cannot always be guaranteed due to the existing legislative framework and practices (Digital Governance Strategy of Georgia 2025-2030, 2025).

One of the main tools for implementing e-governance is the use of online platforms in the public sector, coordinated primarily by the LEPL Digital Governance Agency, under the Ministry of Justice of Georgia. The unified portal of electronic services is my.gov.ge. Despite its importance in providing services based on the “one-stop shop” principle, several challenges remain. In particular, some state agencies develop and manage their own web pages for service provision independently of this portal (Digital Governance Strategy of Georgia 2025-2030, 2025). As a result, this situation creates uneven practices, which hinder the development of the “one-stop shop” principle and limits access to state services in a single location (Digital Gover-
nance Strategy of Georgia 2025-2030, 2025).

Georgian public institutions possess a large amount of digital information, mainly generated through the exercise of public authority (Data.gov.ge – Open Data Portal). Under the Gene-
ral Administrative Code of Georgia, state institu-
tions are required to proactively publish some of this data (Digital Governance Agency, 2022). All information published by public institutions does not automatically constitute open data; only raw, primary data in spreadsheet-compatible formats (e.g., CSV, Open XML) or accessible via an API meets this standard (Data.gov.ge – Open Data Portal). It is also important that published data to be updated at a specified frequency (Data.gov.ge – Open Data Portal).

The openness and accessibility of data consti-
tute important characteristics of the public gover-
nance system (Neeme, 2024). Publishing open data in an appropriate format and on a regular basis enables citizens, the business sector, and other stakeholders to access existing data and use it to develop innovative projects and e-services (Neeme, 2024). Open data plays a crucial role in promoting the efficient use of state resources (European Commission, 2020).

One of the studies identified the lack of a proper legislative framework and standards as an obstacle to open data availability in Georgia (Institute for Development of Freedom of Information, 2018). The study also highlighted the need to update data continuously (Institute for Development of Free-
dom of Information, 2018). In essence, the accessi-
bility of open data constitutes an important element in promoting e-governance (Neeme, 2024). In Georgia, access to open data continues to be a ma-
jor challenge for the full implementation of e-go-
vernance, as noted in the Digital Governance Stra-
tegy (Digital Governance Strategy of Georgia 2025-2030, 2025). A survey conducted as part of our research among legal entities of public law under the Ministry of Justice of Georgia identified the need to regulate legal issues related to open data, update existing portals, and deepen know-
ledge in this field, while also highlighting the activities planned in these areas (Interviews, 2024). A key challenge is the absence of a legal requi-
rement obliging administrative bodies to publish open data in machine-readable format on the Open Government Data Portal (Interviews, 2024). Admi-
nistrative bodies are under no legislative obligation to publish open data in the proper format (Digital Governance Strategy of Georgia 2025-2030, 2025). The publication of open data on the data.gov.ge portal depends on the decision of the respective public institution (Digital Governance Strategy of Georgia 2025-2030, 2025). To address the challen-
ges related to the availability of open data, it is important to strengthen inter-agency coordination, ensuring that all state agencies participate ade-
quately in implementing innovations and reforms, thereby creating basis for uniform practices (Digital Governance Strategy of Georgia 2025-2030, 2025).

As already mentioned, e-governance is inhe-
rently complex and requires legal, technological, technical, and institutional mechanisms for its functioning. The use of electronic services and sys-
tems, in turn, is an integral part of e-governance. Although a number of electronic services are alre-
ady available in the public sphere, many products remain either underutilized or not used at all (Digital Governance Strategy of Georgia 2025-2030, 2025). One reason for this is the lack of awa-
reness regarding digital services (Digital Gover-
nance Strategy of Georgia 2025-2030, 2025). This, in turn, presents a challenge for the development of e-governance. Addressing it requires the planning and implementing various initiatives, such as awareness-raising campaigns (Digital Governance Strategy of Georgia 2025-2030, 2025), the promo-
tion of digital services, and information support across public and private sectors at the central, local, and regional levels (Digital Governance Strategy of Georgia 2025-2030, 2025). The need to raise awareness in order to strengthen citizen enga-
gement was also emphasized in a survey conducted as part of our research among public law entities operating under the Ministry of Justice of Georgia (Digital Governance Strategy of Georgia 2025-2030, 2025).

Another important issue in the development and implementation of e-governance is the so-called “digital divide”, which is particularly evident in developing countries. As already mentioned, digital fragmentation refers to a situation in which some citizens have access to information and commu-
nication technologies while others do not. It also arises when regions or cities within a country differ significantly in their socio-economic and cultural conditions with respect to such access, creating an imbalance in internet infrastructure availability (Stoiciu, 2011). Bridging the digital divide is essen-
tial for ensuring equal access to e-government ser-
vices. Achieving this requires the implementation of various measures to guarantee internet access for citizens across the country (Stoiciu, 2011).

For the full implementation of e-governance, interoperability (Making E-Government Work) of digital systems is essential, as it constitutes one of its key components (Metcalf, 2022). Interopera-
bility is the capacity of institutions to interact with one another through compatible data, systems, and processes (Kruger, 2023). This encompasses the sharing of information through data exchange mechanisms within information and communica-
tion technologies (Kruger, 2023). It entails the coordinated integration and communication of soft-
ware systems, devices, applications, and other tools necessary for ensuring e-governance (Lewis, 2023).

In Georgia, a major obstacle to the development of e-governance is the absence of interoperability standards for information exchange among public sector organizations and public institutions (Digital Governance Strategy of Georgia 2025-2030, 2025). As a result thereof, administrative bodies make additional effort, time, and resources to obtain information, leading to higher costs, delays in information flow, and ultimately reducing decision-making efficiency and overall effectiveness (Digi-
tal Governance Strategy of Georgia 2025-2030, 2025). In such cases, e-governance becomes frag-
mented and less effective, failing to achieve the out-
comes expected from a fully realized e-governance system.

To overcome the challenges described above and ensure complete interoperability, it is necessary to implement measures such as establishing stan-
dards for information exchange between state agencies within an interoperability framework (Digital Governance Strategy of Georgia 2025-2030, 2025). In addition, we believe that intro-
ducing the Estonian model in Georgia could be highly effective. Estonia ensures interoperability of its e-government systems through a platform called “X-Road”, which connects various databases via a common interface (X-Road – interoperability servi-
ces). This system allows a state agency to access data from another agency's database, when nece-
ssary, even if the information is not stored locally (Metcalf, 2019). Accordingly, citizens submit their data ‘only once’, which is stored in a single agency’s database, after which other agencies can access it as needed.

In terms of legal support, Estonia has a Public Information Act, which largely regulates the interoperability of e-government systems (Public Information Act, 2000) and prohibits requiring citi-
zens to submit their data more than once (Metcalf, 2019). This system ensures both data security and integrity, and it allows citizens to track when third parties access their data through the “X-Road” platform (Nortal, 2022). The Public Information Act includes important provisions related to interoperability, such as prohibiting duplicate data collection, defining the concept of databases, and coordinating with information technology proce-
sses (Digital Government Factsheet, 2019).

When discussing e-governance, particularly the interoperability of e-government systems and the fourth level of e-governance ‒ Interactive Partici-
pation ‒ it is essential to address cybersecurity and the protection of technological systems. To ensure sustainable digital systems, several researchers emphasize the need to develop national-level legal frameworks for cybersecurity (Neeme, 2024).

This could be considered particularly important for developing countries, including Georgia. At the national level, special law on cybersecurity is designed to protect critical infrastructure, ensure security, and safeguard the rights and interests of citizens (Neeme, 2024). Broadly speaking, special laws act as instruments for regulating and imple-
menting state policies. When several state agencies are involved in cybersecurity, these laws can additionally provide legal coordination of their activities.

In 2021, the Georgian government adopted the National Cybersecurity Strategy and its Action Plan (Resolution, 2021), which stress the importance of reviewing and updating the legal framework governing cybersecurity in Georgia in line with the leading international best practices. In this context, the experience of Estonia, one of the global leaders in e-governance, is noteworthy. In 2018, Estonia adopted a Cybersecurity Act (Cybersecurity Act, 2018) aimed at strengthening the digital systems used to deliver essential public services (Digital Government Factsheet, 2019). The act provides for the necessary requirements governing public, state, and local government networks and information systems, including the prevention and management of cyber incidents, oversight mechanisms, and associated liabilities (Digital Government Fact-
sheet, 2019).

A further element of e-governance is interac-
tivity, which encompasses the electronic execution of transactions and operations, as well as the con-
trolled access to non-public data (Metcalf, 2022). The implementation of digital identification (Metcalf, 2022), which involves digital signatures, is necessary. Although the current legislative fra-
mework in Georgia allows the use of qualified signatures and stamps on electronic documents, a major challenge lies in their enforcement, particu-
larly regarding the extensive adoption of qualified signatures and stamps in inter-agency relations (Digital Governance Strategy of Georgia 2025-2030, 2025).



Conclusion

Georgia has made tangible progress in the deve-
lopment of e-governance. Several services have been introduced, relevant legislation updated, insti-
tutional mechanisms and state units established, and platforms for citizen engagement and service delivery created. Importantly, a digital governance strategy exists, and relevant issues are being analyzed, problems identified, and comprehensive approaches developed. 

Today, the development of e-governance in Georgia is characterized by both achievements and challenges. One of the main tools for implementing e-governance is the online platforms operating in the public sector, many of which exist in Georgia. However, challenges remain, in particularly, some state agencies create and maintain their own web pages independently of the main portal. This leads to heterogeneous practices, which in turn hinder the implementation of the “one-stop-shop” principle and the ability to access state services through a single point.

Open data and accessibility thereto are among the characteristics of the public governance system and play an important role in ensuring the efficient use of state resources. Implementation of open data accessibility is a key element supporting e-gover-
nance. However, in Georgia, access to open data remains a challenge for the full implementation of e-governance. This is largely due to the lack of a legal obligation for administrative bodies to publish open data in a machine-readable format on the Open Government Data Portal.

Another obstacle to the development of e-governance in Georgia is the lack of interopera-
bility standards for information exchange between public sector organizations. This leads to increased effort, time, and costs for administrative bodies, including delays in information exchange, which negatively affect decision-making and reduce the efficiency of administrative operations.

Another component of e-governance is interac-
tivity, which refers to carrying out transactions, operations, and other actions electronically, in an online environment, including access to non-public data. This requires digital identification, which is linked to the use of digital signatures. Although the existing legislative framework and practice in Georgia allow for the use of qualified electronic signatures and seals on digital documents, challen-
ges remain in terms of enforcement ‒ particularly with regard to their large-scale adoption in inter-agency interactions.
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მასშტაბიანი დანერგვა.
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